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Amber Sumrall

841 Laure]l C¢len Rd
Soguel, €A 95073

March 18, 2004

FCC Chairman Michael Powell
Federal Cammunications Commission
449 12th Street SW

Washingtan, BC 205%4

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not belisve this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to ailow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
governmant eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sgurces like a-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key tc our personal communicatians, the
government is creating the very real potential for hackers and thieves ar
eveh rogue gqgovernment agents te access our personal caommunications. Past
efforts ta provide this sort of backdoor access have not been successful and
enly created a rich apportunity for hackers,

Oonce agajin, I urge you to oppose the dangercus suggestian of the Department of
Justice that our new Internet communication technologies should have built-~in
wiretapping.

I look forward to hearing vaur thoughts on this matter.

Sincerely,

Amber €. Sumrall
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Clinton Reiswig

6651 N. Campbell Ave APT 148
Tucson, Arizgna 85718

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the fBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents anh end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jlaw
would bypass the legislative process te alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue goverhment agents to access our personal communicatiaons, Past
efforts to provide this sort of backdoor access have not been successful and
only ¢reated a rich cpportunity for hackers.

Once again, I urge vyou to oppose the dangerous suggestion of the Department of
Tustice that our new Internet commuaication technologies should have built-in
wiretapping.

I Toak forward to hearing your thoughts on this matter.

Sincerely,

Clinton G. Reiswig
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Melissa Karpavich
264 Birchwood Estates
Exeter, Pa 18643

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that al} new Internet communication services be
required to have built—in wiretapping access.

I do not bhelieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment reguiring al}l
new homes be built with a peephole for law enforcement to look through.

I am very caoncerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far haow
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
effarts to provide this sort of backdoor access have not been successful and
anly created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward tec hearing your thoughts on this matter.

Sincerely,

Melissa Karpavich
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Chloe Cockburn

143 S B8th. st,
Erocklyn, NY {1211

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement 15 necessary. tongstanding laws already
require Internet Service Providers and Internet telephone campanies to allaow
the FBI to conduct surveillance. The FBI is going far bheyond these existing
powers by trying to force the industry to actualily build its systems around
government eavesdrapping. It js the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through,

I am very concerned that this requirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information betwsen sources 1ike phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful] balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to proyide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built—in
wiretappineg.

I look forward te hearing your thoughts on this matter,

Sincerely.

Chloe Cockburn
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Nancy Suci
98 TurkeyHill Road
Ithaca, NY 14850

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commissian
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concernad individual, I am writing to express my gpposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
rew homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ctollect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process ta alter that careful balance.

I understand that by requiring a master key tec our personal communications. the
gavernment is creating the very real potential for hackers and thisves or
even rogue government agents to access our persanal communications, Past
efforts to provide this sort of backdaonr access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Nancy Suci
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Laura Bice

548 W Surf apt 1N
Chicago, IL 60657

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicn to the
Department of Justice s request that all new Internet communicaticn services he
required to have built—in wiretapping access.

1 do not believe this requirement is necessary. Longstanding laws already
raguire Internet Service Providers and Internet telephcone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers hy trying te force the industry to actually build its systems arcund
gavernment eavesdropping. It is the equivalent of the government requiring atl
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reqguirement represents an end-run around
tongress. lLawmakers, after extensive deliberatians, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rodle government agents to access our personal communications. Past
effarts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge vyou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

T look forward to hearing your thoughts on this matter.

Truly,

Laura Bice
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Jeff CGoddard
335 Glendale Aye
Atlanta, GA 30307

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chatrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary., Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources tTike phone companies and data
sources 1ike e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to ocur personal cemmunications, the
government is creating the very real potential for hackers and thieves or
EYEN rogue government agents to acc¢ess our personal communications. Past
efforts to provide this sort of backdonr access have not been successful and
only created a rich opportunity for hackers,

once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look Forward to hearing your thoughts on this matter.

Sincerely,

Jeffrey Cleveland Coddard
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Cecilia Fargo

5644 Amherst
Ventura, CA 93003

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone caompanies to allow
the ¥BI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its syctems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

T am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful bajance.

I understand that by requiring a mastsr key to our personal commupications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely.

Cecilia Fargo
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Thomas Stapelherg
9952 E Wa Del Fandango
Tucson, AZ 85747

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBT to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

T am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces like phone companies and dats
sources like e-majl. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Thomas Stapelberg
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Keith Goheen

45 Bryan Drive
Rehoboth Beach, DE 19971

March 18, 2004

FCC Chajrman Michzel Powel}
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Cepartment of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
reguire Internet Service Providers and Internet telephone companies toc allaw
the FEI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through.

T am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between saurces like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the Jlaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
EVEN rogue gaovernment agents to access our personal communicaticns, Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

gnce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Interpet communicatiaon technslogies should have built-in
wiretapping.

- I look forward to hearing your thoughts aon this matter.

Sincerely,

Keith Goheen
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Nathan Liles
2792 Van Crabtree Road
Lucasville, Chio 45648

March 18, 2004

FCC Chairman Michael Powel]

Federal Communications Commission

445 12th Street SW

Washingtan, Df 20554 -

FCC Chairman Powell:

45 a concerned individual, I am writing to express my opposition to the
Department of Tustice 5 request that all new Internet communication services be
required to have built-in wiretapping access.

I do nct helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves ar
EYEN rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich opportunity far hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping. :

I look forward to hearing your thoughts on this matter.

Sincerely,

Nathan Liles
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michael jantz

20550 detroit rd
rocky river, shio 4411%

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition ta the
Department of JTustice s request that all new Internet communication services be
required to have huilt—in wiretapping access,

I do net believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders znd Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actusily build its systems around
government eavesdropping. It is the ecuivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legisiative proc<ess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government zgents to access our personal communications. Past
efforts to provide this saort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

T Took forward to hearing your thoughts on this matter.

Sincerely,

Michael Jantz
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H. Todd Boughn

17 Lincoln Dr.
Fart Stanton, NM B8323

March 48, 2004

FCC Chajrman Michael Powel]
Federal Cammunications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Cepartment of Tustice s request that all new Internet communication services be
required to have buyilt—in wiretapping access.

I do not believe this requirement i5 necessary. Llongstanding laws already
reguire Internet Service Providers and Internet telephone companies to aljow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Yook through.

I am very <oncerned that this requirement represents an end—-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phene companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications., the
government is creating the very real potential for hackers and thieves or
even rogue government agents to acc¢ess our personal <communications. Past
efforts to provide this sort of backdoor access have not been successful and
oniy created a rich opportunity for hackers.

Once again, I urge vyou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

H. Todd Boughn
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Jacqueline Stipos

2 Wash Sg Vg
New York, NY 10012

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI toc conduct surveillance. The ¥BI is going far heyand these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can callect information between sources 1ike phone companies and data
sources ]ike e-mail. The FBI s aggressive and expansive reading of the law
waould bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persaonal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thaughts on this matter.

Sincerely,

Jacqueline Sipos
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H Kelly, Jr.

1710 E. Ocean View Ave. #4
Norfolk, VA 23503

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#5 a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Ihternet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government reguiring all
new homes he built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone campanies and data
sources Jike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that hy requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

H. T. Kelly, Tr.
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Steye Copeland
633 Southwood Dr
Brentwood, CA 943513

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Caommission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my aopposition to the
Department of Justice 5 request that all new Internet communication services be
requirad to have built-in wiretapping access.

I do not helieve this reguirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to for<e the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal <ommunications, the

government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor ac<cess have not been successful and
only created a rich opportunity for hackers.

On<e again, I urge you to oppose the dangerous suggestion of the Department of
Justice that ocur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Steve Copeland
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Ben Goodin

3234 Allen Lane
Peshastin, WA 398847

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, BC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services be
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bheyond these existing
powers by trying te force the industry to actuaily build its systems around
government eavesdropping. It i1s the equivalent of the government reguiring aill
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents anh end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal c<ommunications, the
government js creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built-—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ben Goodin
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Jesse R. Litten

61684 E1 Cajon Dr
Joshua Tree, CA 92252

March 18, 2004

FCC chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to a)llow
the FRI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to artually build its systems araund
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-~run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can calliect infarmation hetween saurces like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process teo alter that careful balance.

T understand that by reguiring a master key tao our persanal communications, the
government is creating the very real potential for hackers and thieves  or
even rogue government agents to access aur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
oniy created a rich apportunity for hackers.

Once again, I urge vou to oppose the dangercus sudgestion of the Department of
Justice that our new Internet communication technologies should have huilt-in
wiretapping.

I look forward te hearing your thoughts on this matter.

Sincerely,

Mr.Jesse R. Litten
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Phillip Hararove
119 Ardmore Place, Apt., &
Atlanta, (A 30309

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

fds a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praoviders and Internet telephone companies to atlow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI ¢an <ollect information between sources like phone companies and data
sources Tike e-mail, The FBI s aggressive and expansive reading of the law
would bypass the Teeislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thisves or
even rogue gavernment agents to access cur persanal communications. Past
efforts tao provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I uUrge you to oppose the dangerous suggestion of the Department of
Justice that our now Intornot communication technologics chould have built-=in
wiretapping.

T lock forward to hearing your thoughts on this matter.

Sincerely,

Phillip Hargrove



Fri 26 Mar 2004 04:23:'!3 PM EST P. B
Tudy Reinhold

307 12th St., #3
Santa Monica, CA 90403

March 18, 2004

FCC Chairman Michael Powel]
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all rew Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internst telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new hemes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

T understand that hy ranuiring a mastar key tn nur persnnal communicatinne, the
gavernment is <reating the very real potential for hackers and thieves ar
EVENn rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I lcok forward to hearing your thoughts on this matter.

Sineweely,

Judy Reinhold
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Patricia Sewell

616 Phillips St.
Missoula, MT 59802

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As a concernad individual, I am writing to express my opposition to the
Department of Justice s recuest that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding Jaws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring al]
new homes be built with a peephole for law enforcement to leok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extencive deliberations, set up houndaries for how
the FBI can c¢ollect information between scurces 1ike phone companiss and data
sources like e-mail. The FBI s augressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugqesticn of the Department of
TJustice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Patricia Sewel}
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Jay Walsh
120 Second Street
San Franc<isco, CA 94105

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice & regquest that all new Internet communication services be
required ta have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes he built with a peephole for Jaw enforcement to look through.

T am very concerned that this requirement represents an end-run around
Congress. Llawmezkers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balancs.

I understand that by requiring a master key to our perscnal <ommunications, the
gavernment is <reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

L look forward to hearing your thoughts gn this matter.

Sincerely,

Jay Walsh
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Cameron ifucas

123 McClellan Drive
Pittsburgh, PA 152386

March 18, 2004

FCC Chairman Michael Powel]
Federal Communicatinns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that a1l new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to sctually build its systems around
government eavesdropping. It is the aquivalent of the government requiring all
new homes be built with a psephole for Yaw enforcement to lock through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gnvrrnmant is ¢reating the very real patential fnr hackers and thisves nr
even rogue government agents to access our personal communications. Past
efforts to provide this saort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technelogies should have built—=in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Cameron lLucas



Fri 25 Mar 2004 B4'.4I4:4| PM EST [ |
Matthias Reese

2980 Reposa Lane
Altadena, <A 31001

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, 0C 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to <onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuyally build its systems around
government eavesdropping. It 3is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
saurces 1ike e-mail. The FBI?s aggressive and expansive reading of the law
wauld bypass the Jegqisiative praocess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ? or
even rogue gavernment agents ? to access our personal cammunications. Past
efforts to provide this sort of ?backdoor? access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department aof
Justice that our new Internet communication technclogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Matthias F. Reese 3rd
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Ruth Tsiaperas

2118 Second St.
S. Connellisyille, PA 15425

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, 1 am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
qovernment eavesdropping. It is the equivalent of the gavernment requiring al}
new homes be buiit with a peephole for law enforcement ts look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources iike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efferts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity faor hackers.

once again, I urge you to oppose the danserous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ruth Tsiaperas
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Shereef Yassin

736 The Hamptons LAne
Town and Country, M0 £3017

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concernecd individual., I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivaient of the qovernment reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legqislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue goverhment agents to access our persanal communications. Past
effarts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have bhuilt-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Shereef ¥Yassin
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Mark Archambault

36 Edgewood Avenue
Nashua, NH 03064

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Fowell:

As & concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Praviders and Internet telephone companies to allaow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
hew homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an snd-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can c<ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to sccess our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
ohly ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mark Archambault



Wed 24 Mar 2004 10:02:1% AM EST_ P
Jo A. Mctaughlin

1802 Sheridan Rd
Kenosha, WI 53140

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

45 a concerned individual, I am writing to express my cpposition to the
Department of Justice s request that all new Internet communication services bhe
required to have huilt—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI ta conduct surveillance. The FBI is going far heyond these existing
pawers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run arcound
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perssnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personai communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers,

Once again, I urge vou to oppose the dangerous suggestion of the bGepartment of
Justice that our new Internet communication technolegies should have huilt—in
wiretapping.

I leok forward to hearing your thoughts on this matter.

Sinceraly,

Jo A. Mclaughlin



Wed 24 Mar 2004 10:02:11 AM EST P. 10
Beverly Malen

1658 N. Milwaukes AVe. #137
Chicago, IL 60B47

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyand these existing
paowers by trying to force the industry to actually build its systems around
government eavesdrapping. Tt is the sguivalent of the government requiring all
new homes be built with & peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can c¢ollect information between sources like phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunications. Past
efforts to provide this sart of backdoor access have not been successfuil and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoloaies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Beverly Malen
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Betsy Marville

89148 62nd Terrace south
Baynton Beach, FL 33437

March 18, 2004

FCC Chairman Michael Powell
Federal! Communications Cammicsion
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my appositien to the
Department of Justice s request that all new Internet communication services bhe
reguired to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
recuire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the squivalent of the government requiring al}l
new homes be builit with a peephole far law enforcement ta look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betwsen sources like phone companies and data
sources 1ike e-mail. The FBEI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that hy requiring a master key to aur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again. I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Betsy Marville



